Publishing your certificates to the GAL (Global Address List)

*If you cannot send or receive encrypted emails, you may need to publish your certificates to GAL.

Step: 1
Open MS Outlook -> choose “File” —> choose “Info” -> choose “Options”

[ (S ==

Home Send / Receive Folder L v McAfee E-mail Scan

Account Information

MNMCI
m Microsoft Exchange

By Save as Adobe PDF
3

gp Add Account

Open

L Account Settings

Print LaTLJ I"\a"ll:n:_ii_fy settingsfur.this account, and configure
=~ additional connections,

Ac;ount Access this account on the web.

Help Settings -

https:/Swebmail.us.usmec.mil/owa/

E Options

Step: 2
Choose “Trust Center” -> “Trust Center Settings” ->
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Step 3:
Choose “Email Security” -> Choose “Settings”
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Step 4:
Choose “Settings” -> Choose “Choose (Signing)”-> Select “DOD CA-29” Certificate -> Click “OK”
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Step: 4
Choose “Settings” -> Choose “Choose”-> Select “DOD Email” Certificate -> Click “OK”
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Step 5:
Choose “Publish to Gal”
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Please contact JCD-1 for additional information:
JAlwebmaster@usmc.mil or 703-614-9252
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